
Homeland Security Information Network 
 The Homeland Security Information Network – Critical Infrastructure (HSIN-

CI) is a secure portal that provides a space for information sharing, and 
“peer-to-peer” collaboration..  

 Resources available on  
HSIN-CI include analysis,  
alerts, bulletins, training,  
and Suspicious Activity 
Reporting. 

 To register, e-mail:  
HSIN.HelpDesk@hq.dhs.gov  

     with your name, job title, 
     and organization name, 
     using your work email. 



Minnesota Fusion Center 
 The Minnesota Fusion Center maintains www.icefishx.org which is a 

secure portal that provides a space for information sharing, and 
collaboration. 

 Resources available on  
ICEFISHX include analysis,  
alerts, bulletins, and training. 

 To register navigate to  
      www.icerfishx.org and select  
      the appropriate registration 
      link on the left side.  
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“If You See Something, Say Something™” 

    http://www.dhs.gov/if-you-see-something-say-something  
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 Workplace Violence Awareness Training (IS-106.14) 
 
 Retail Security Awareness - Understanding the  
     Hidden Hazards (IS-912) 
 
 Workplace Security Awareness (IS-906) 
 

 Active Shooter: What You Can Do (IS-907) 
 

 Surveillance Awareness: What You Can Do 
     (IS-914) 
 

 Protecting Critical Infrastructure Against Insider 
    Threats (IS-915) 
        http://training.fema.gov/IS/  

Training Resources 
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Active Shooter Training & Outreach Materials 
 

●Provides private sector partners with 
the tools needed to prepare and train 
for an Active Shooter incident  

●Material consists of 3 products: 

― Basic Guide Book 

― Break Room poster 

― Pocket Emergency Measures Guide 

●FEMA EMI online training: (IS-907) 
Active Shooter, What You Can Do 
http://training.fema.gov/EMIWeb/IS/IS9
07.asp 

 

 

 

 

www.dhs.gov/activeshooter 
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Business Continuity Planning Suite 
 User-friendly tool to assist any 

business create, improve, or update its 
business continuity plan. 

 Scalable for optimal use by 
organizations of any size. 

 Functionality similar to automated tax 
preparation tools. 

 Main Sections: 
– Business Continuity Training 
– Business Continuity Plan Generator 
– Business Continuity Disaster Recovery 

Plan Generator (IT Recovery) 
– Business Continuity Plan Table Top 

Exercise 
 

 
 

 

http://www.ready.gov/business-continuity-planning-suite 
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Training & Resources Web Site 
 Active Shooter – How to Respond Materials 

– Poster 
– Booklet 
– Wallet Card 

 Videos 
– Check It! 
– No Reservations: Suspicious Behavior in Hotels 
– What’s in Store: Ordinary People/Extraordinary 

Events 
 Webinar 

– IED Threat Awareness and Detection 
– Surveillance Detection 

 And more… 
 

 For more, visit: http://www.dhs.gov/cfsector, 
 www.dhs.gov/activeshooter 
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Office of Cybersecurity and Communication (CS&C) 
 Mission: To enhance the security, resilience, and reliability of the 

Nation’s cyber and communications infrastructure 
 

National Cybersecurity and Communications Center 
(NCCIC)  
 Mission: to serve as a national center for reporting of and mitigating 

communications and cybersecurity incidents.  
 
United States Emergency Readiness Team (US-CERT) 
 leads efforts to improve the Nation's cybersecurity posture, 

coordinate cyber information sharing, and proactively manage cyber 
risks to the Nation while protecting the constitutional rights of 
Americans. 
 
 

 For more information: http://www.dhs.gov/office-cybersecurity-
and-communications  

Cybersecurity 
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For more information, visit: 
www.dhs.gov/criticalinfrastructure    
 
 
Glenn Sanders 
DHS Protective Security Advisor 
Minnesota District 
763.257.3403 
glenn.sanders@dhs.gov 

http://www.dhs.gov/criticalinfrastructure
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